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SSCP - Systems Security Certified
Practitioner

Group Training

Training code CGASSCP-CD
Spoken Language English
Language Materials English
Dayparts 8

Price €3.000,00

excl. VAT No extra costs.

What is SSCP - Systems Security Certified Practitioner

SSCP is a security training aimed at providing a foundation in the field of information/cyber security. The
SSCP training offers broad basic knowledge for daily practice. A good approach to cyber security, with
proportional actions aimed at the right threats, requires insight. Insight into the interests we need to protect
and the corners from which the greatest threats arise. Cybersecurity must offer solutions that do not hinder
innovation, efficiency, or ease of use. A security specialist must be broadly trained to be a fully-fledged
discussion partner in information security. Knowledge of security is necessary not only for security
professionals but also for administrators and engineers who face security-related topics such as encryption,
access control, and system unlocking almost daily.

Who should attend SSCP - Systems Security Certified Practitioner

Security Professionals: Enhance your expertise and stay updated with the latest security practices.
System Administrators: Gain insights into security measures crucial for system management.
Network Engineers: Learn about securing network infrastructures and preventing breaches.

IT Managers: Understand the strategic importance of security in organizational operations.

Software Developers: Incorporate security best practices into your development processes.
Compliance Officers: Ensure your organization meets regulatory security standards.

Risk Managers: Identify and mitigate potential security risks effectively.

Technical Support Specialists: Equip yourself with the knowledge to handle security-related issues.
Project Managers: Oversee projects with a keen understanding of security implications.

Students and Career Changers: Enter the field of cyber security with a solid foundational knowledge.
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Prerequisites

No prior experience in cyber security is required. A basic understanding of IT concepts is beneficial but not
mandatory.

Objectives

At the end of the training you will be able to:
Understand the 7 domains within the CBK:

e Access Controls

e Security Operations and Administration
¢ Analysis and Monitoring

e Cryptography

e Networks and Telecommunications

¢ Malicious Code / Malware

¢ Risk, Response, and Recovery

Have sufficient foundations to successfully pass the SSCP exam.
Apply theoretical knowledge to daily practice effectively.
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